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1
Decision/action requested




The group is asked to discuss and agree on the proposal.
2
References

[1]
3GPP TS 28.903-010 “Study on alignment with ETSI MEC for Edge computing management”
3
Rationale
Add background information for ETSI MEC
4
Detailed proposal
	1st modified section
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[x]
ETSI ISG MEC 003, "Multi-access Edge Computing (MEC); Framework and Reference Architecture".
[y]
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	2nd modified section


4
Related Work in Other SDOs

4.1 ETSI MEC

Multi-access Edge Computing (MEC) framework as specified in ETSI ISG MEC 003 [x] enables the implementation of MEC applications as software-only entities that run on top of a Virtualisation infrastructure, which is located in or close to the network edge. 
[image: image1.png]Device 5
MEC system level management %
30
party B 3
=2
MEC app MEC app
MEC app MEC app MEC platform .
MEC host 3
level 5
o
MEC applications management <
O
w
Virtualisation infrastructure =
(e.g. NFVI)
MEC host
___________________________________________________________________________ -
<
3GPP Local External <]
network network network coe %
=z





Figure 4.1-1: Multi-access Edge Computing framework
Figure 4.1-1 shows the MEC framework as defined in [x], it mainly contains several components, 
The MEC host is an entity that contains a MEC platform and a Virtualisation infrastructure which provides compute, storage, and network resources, for the purpose of running MEC applications. 
The MEC platform is the collection of essential functionality required to run MEC applications on a particular Virtualisation infrastructure and enable them to provide and consume MEC services. The MEC platform can also provide services.
MEC applications are instantiated on the Virtualisation infrastructure of the MEC host based on configuration or requests validated by the MEC management.
The MEC system level management includes the MEC orchestrator as its core component, which has an overview of the complete MEC system. When relying on the NFV Orchestrator (NFVO) for resource orchestration and for orchestration of the set of MEC application VNFs, the MEC Orchestrator (MEO) is replaced by a MEC Application Orchestrator (MEAO), the architecture is described in clause 6.2.2 of [x].
The MEC host level management comprises the MEC platform manager and the Virtualisation infrastructure manager, and handles the management of the MEC specific functionality of a particular MEC host and the applications running on it. 
In Annex C of 3GPP TS 23.558 [y], both EDGEAPP and ETSI MEC can provide support for hosting different edge applications, it further indicates that "Both EAS and MEC application are application servers and can provide similar application specific functionalities. EAS utilizes the services of EES as specified in this document whereas MEC application utilizes the services provided by MEC platform as specified in ETSI GS MEC 003. The EAS and MEC application can be collocated in an implementation."
